THIRD SECTION
FINAL DECISION
AS TO THE ADMISSIBILITY OF

Application no. 23693/03
by MuradBOJOLYAN
against Armenia

The European Court of Human Rights (Third Sectisitjing on 3 November 2009 as a

Chamber composed of:
Josep CasadevaPresident,

Elisabet Fura,
Corneliu Birsan,
BosStjan M. Zupatéic¢,
Alvina Gyulumyan,
Egbert Myjer,
Ann Powerjudges,
and Stanley Naismitieputy Section Registrar

Having regard to the above application lodged oduly 2003,

Having regard to the partial decision of 16 Octak@®5,

Having regard to the observations submitted by rdspondent Government and the
observations in reply submitted by the applicant,

Having deliberated, decides as follows:

THE FACTS

1. The applicant, Mr MuraBojolyan, is an Armenian national who was born in 1950 and
is currently serving a prison sentence in Kentrenigentiary institution in Yerevan. He was
represented before the Court by Ms N. Gasparyanvand. Arsenyan, lawyers practising in
Yerevan, and Mr A. Ghazaryan. The Armenian Govemtmgthe Government”) were
represented by their Agent, Mr G. Kostanyan, Regprgive of the Republic of Armenia at
the European Court of Human Rights.

A. The circumstances of the case

2. The facts of the case, as submitted by theégsarhay be summarised as follows.

1. Background to the case

3. The applicant was born in 1950 in Istanbul KEyr He is Armenian by origin.

4. In 1963 the applicant moved with his familyAamenia. In 1972 he graduated from
Yerevan State University, with a degree in histang oriental studies. From 1972 to 1991,
the applicant worked in the Academy of Sciencea hasstorian and oriental specialist. From
1980 to 1991 he also worked for State radio agsgmter and translator into Turkish.

5. In the same period, from 1970 to 1991, theiegpt served with the intelligence service
of the Transcaucasian military circuit under thdemame “Zinde”. He had the rank of chief
radio operator and his functions included carryong) appropriate activities on the territory of
Turkey in times of war.



6. From 1991 to 1993 the applicant worked as #sdhof the division for Turkey in the
Ministry of Foreign Affairs. In 1991 he also worked the chief expert in the Committee for
Foreign Affairs of the Supreme Soviet of Armenia.

7. In 1996 the applicant was appointed as a Tarkiserpreter and chief specialist on
Turkey at the President’s Office, where he workatdl tis dismissal in August 1998 due to a
reduction of the staff.

8. From 1993 the applicant wrote analytical agscfor a number of ArmeniamA%g
Hayastani HanrapetutyyryerkrapahandHayK and Turkish (Radical) newspapers. He also
worked on a contractual basis for other Turkish isxeftom 1998 for the Anatolian News
Agency Anadolu Ajangi, and from 1999 for the NTV TV station and the MBBIweb-site.
The applicant also cooperated with the British Bliezssting Corporation (BBC). Furthermore,
he regularly accompanied Turkish journalists onrthisits to Armenia in the capacity of an
interpreter.

9. The applicant submits that from summer 200(béeame involved in trade, making
regular trips to Turkey, alone or with his wife;gelling clothes.

2. Criminal proceedings against the applicant

(a) The applicant’s arrest and confession

10. On 25 January 2002 criminal proceedings wesétuted against the applicant, who
was suspected of collecting information concernewgnts, organisations and people in
Armenia and Nagorno Karabakh, and communicatitgtihe Turkish intelligence services.

11. On 26 January 2002 at around 8 p.m. the apyl@&nd his wife, while on their way to
Turkey, were arrested at the Armenian-Georgiandroadd were placed in different rooms in
the customs office. Thereafter, they were searcretl placed in a police car, where they
stayed until early morning.

12. On 27 January 2002 at around 5 a.m. the poéicdeaded for Yerevan. Upon arrival
in Yerevan at around 8 a.m. to 9 a.m. the applieanat his wife were placed in different

rooms in the Ministry of National Security Z{ wqgquypli winjinubgnipul
hwprupuipnipind b).

13. On the same date from 1.15 p.m. to 5 p.mafimicant was questioned as a suspect.
According to him, the investigators applied psycigidal pressure and blackmail, forcing him
to confess. In particular, they threatened thatheaf refused to confess, his wife and his
epileptic son would be detained. The applicant stibththat, for this reason, he had no other
choice than to confess. Thus, in order to defusesituation, to have his wife released and to
gain some time by fooling the investigators, heidkst to make a false confession by making
up a story which included fictitious names, diggiand undercover flats which never existed.
As a basis for his story he used certain real meapld circumstances encountered on his
regular trips to Turkey.

14. On 28 January 2002 the applicant was fornaigrged under Article 59 of the then
Criminal Code £Z pplkwilul opktughpp, 07.03.1961 — “the CC”) with espionage
committed to the detriment of Armenia’s sovereigrtgrritorial integrity, national security
and defence. In particular, he was charged wittngainrolled in the Turkish National
Intelligence OrganisationMlli Istinbarat Teskilati —“the MIT”) in June 2000 and until
January 2002 providing information to them on adphasis concerning Armenia’s and
Nagorno Karabakh’s military, economic and politisgheres, in particular concerning the
Russian troops based in Armenia.

15. On the same date the applicant was remandeaisitody by a court order. From 6.15
p.m. to 10.40 p.m. the applicant was questioneéagaconnection with the above charges.



He submitted that he did not wish to have a lawierfurther admitted his guilt and repented
of his actions.

16. In sum, the applicant’s confession statemeh£y and 28 January 2002 contained the
following submissions. The applicant had establishis first contact with various Turkish
journalists during his work at the Ministry of Faye Affairs, as part of his public relations
function. Some of these contacts had later devdlap® professional cooperation, such as
preparation of journalistic materials for the NTV &nd the Anatolian News Agency. In June
2000 the applicant had started to prepare analytiederials concerning Armenia’s political
and economic spheres for the MIT officers whom &d met in May 2000 during his trip to
Turkey. Later, the communicated materials had misluded information of a military nature.
To collect the materials in question the applichatl used the Armenian press and his
personal knowledge. The information had been conicated in the form of either written
reports or the applicant reporting in person arshaning questions which interested the MIT
officers.

(b) Further developments and the applicant’s retration of his confession statements

17. On 31 January 2002 the applicant’s wife haetefence counsel who was admitted to
the case on 1 February 2002.

18. On 5 and 12 February 2002 the applicant wastgpned again, in the presence of his
defence counsel, during which the applicant madhdn submissions and certain questions
relating to his previous statements were clarified.

19. In mid-April 2002 the applicant dispensed vitie services of his defence counsel and
hired another one.

20. On 4 July 2002 the applicant made a writteatestent, retracting his confession
statements made earlier. In his statement he pezbdne allegedly true version of events,
describing how since 2000 he had started to pregraaibytical articles for the MSNBC web-
site and how little by little he had become invalva trade with Turkey, thus making more
frequent trips to that country. He indicated thenea of various people, their relevance and
the discussions he had had with them during hps.tiThe applicant contended that he had
never cooperated with any foreign organisation pixéar mass media. As to his confession
statements made eatrlier, these were a tactical raioved at having his wife released from
detention, securing the safety of his family andvpnting any possible violence against
himself.

21. On 16 August 2002 the charges against theicapplwere modified and stated in
greater detail. It wasnter alia, stated that since 1998 he had cooperated witbusaMIT
officers, who mostly operated under the veil ofrjalistic activities. At the beginning,
various means had been used to communicate infamasuch as letters, faxes and
telephone calls, but from 2000 the applicant hadodished direct contact with the officers of
the MIT Istanbul office. The act imputed to the Ent was once again qualified under
Article 59 of the CC as espionage committed to die&iment of Armenia’s sovereignty,
territorial integrity, national security and defenc

(c) The court proceedings

22. On 16 December 2002 the Kentron and Nork-Mermasstrict Court of Yerevan
(Gpliwl punuph Gkinnpnb U0 Unpp-Uwpwpy hwduybpblbph wnwehl wuywbh
punnwpul) found the applicant guilty under Article 59 oktilCC and sentenced him to ten
years in prison with confiscation of all propertgncluding that it was substantiated that the
applicant had committed high treason and that the@mmitted by him had been qualified
correctly and had features of an offence prescrifyedrticle 59 of the CCThe District Court
found:



“After the dissolution of the USSR, [the applicarii} occupying various high posts in Armenia and by
being very fluent in Armenian, Russian and Turkislas spotted by [the MIT]... Within this periodhdt
applicant] regularly met and maintained contachwiérious Turkish journalists, including [O.R.O.,H,
J.B., M.A.B. and S.T.], providing interpretatiomgees or information. According to information e¢eed
from the Russian Federal Security Service [(FSBX she Ministry of National Security of Armenia
[(MNS)], these individuals were directly linked Wwithe Turkish intelligence services...”

23. The District Court went on to detail the pasis held by the above individuals and
their alleged involvement with the Turkish inte#ligce services. The District Court further
found that:

“Having financial problems and being unable to sep# debts, in the spring of 2000 [the applicant]
travelled to Istanbul in search of a well-paid jdtnere he stayed with his cousin [1.] ... [O]n 2282000
[1.] introduced [the applicant] to two MIT officer§T. and N.]. They told [the applicant] that thegeded
information concerning ASALA Krmenian Secret Army for the Liberation of Armghighe Kurdish
Workers Party, HYD [Armenian Revolutionary Federation PaiftyArmenia’s internal political situation,
foreign policy and economic relations, and the Rusgoops based in Armenia. [The applicant] tdidm
that he wanted USD 5,000-7,000 for his servicEsapd N.] promised to discuss the issue of rematiter
with their superiors. On 6 June 2000 [the applicamaving met again with the above-mentioned MIT
officers, asked them to help him first to repay débts, after which he would cooperate. Duringrttigrd
meeting on 8 June 2000 ... [the applicant] receaveldwn payment of USD 500 from MIT officer [T.]din
promised to provide the required information in tmonths. On 9 June, upon his return to Yerevam, [th
applicant] started to single out from media pulilmas the information which interested the Turkish
intelligence officers, with the intention of provigj it to them later.

On 6 September 2000 [the applicant] travelled tanisul and on 11 September 2000 he communicated
that information to ... the MIT officers. [He alsahswered their questions concerning Armenia’siate
political life, the political parties in Armeniahé contacts that he had with members of theseepadind
the activities and location of the Kurdish Intedligsia Association of Armenia, receiving USD 1,0@0n
the MIT officers as remuneration for the completsdignment ...

[On 10 January 2001 the applicant] ... met in adencover flat with MIT officers [T. and N.], who ne
displeased with the fact that he provided only raguliblications and demanded that he use his cerdact
provide unpublished secret information concerningn@nia’s political and economic life. [The applitan
explained that, in spite of having many contactdhweople who had access to confidential infornmatio
they would not allow him — and he was not able -extort secret information. Thereafter, he toldnthe
about recent political events in Armenia, newspsprblished in Armenia and their editors ... Thatne
day [the applicant] was presented to another Mficeff who introduced himself as [G.] ... [G.] repahed
[the applicant] for providing information with aldg of four months and explained that high remutiena
was out of the question without him providing séare military information ... At the meeting of [10
January 2001 T.] demanded that, from that moméimé, &pplicant] indicate his sources when providing
information. On 12 January 2001 [the applicantinet with [T. and N.] and received USD 1,000 frohj [
in return for the information provided. [N.] advik@he applicant] to engage in small-scale traterdby
justifying his frequent trips to Turkey ...

On 16 April 2001, in Istanbul, [the applicant] nwgth [N. and another officer replacing T.] and tateem
about the Armenian communities in Georgia and thesKodar and Stavropol regions of Russia.
Thereafter, [the applicant] presented his notedadoimg information of a military nature which incled
information concerning the guarding of the westend southern borders of Armenia by the Russian and
Armenian border guards, the commander of the Russ@der guards, the three check points at the
Armenian-Turkish border, the check point at the Anman-Iranian border, the presence of border guards
Zvartnots airport, the length of the Armenian-Tstkand Armenian-Iranian borders, high-ranking @dfs
in the Ministry of Defence of Armenia, the strengththe Armenian army and the conscription qudta, t
bridges in Yerevan, the troops based in Yerevanahdr similar information. During a regular meegtin
held in an undercover flat [the applicant] was ask@estions about Russian weapons and material in
Armenia. Most of the military-related questions haatrow specialisation and the names of the méateria
were presented in Latin and numerical notes. [Ti@ieant] drew the general layout of Yerevan, ifadiicg
the military objectives and bridges in the city,daprovided other information. As remuneration [the
applicant] received from the MIT officers USD 2,280d he returned to Armenia.

Continuing his cooperation with the Turkish intgdihce service and carrying out their assignmettts, [
applicant] - before 26 January 2002 - travelledstanbul also in July and October 2001, on eaclagion
providing to the MIT officers information concergirAirmenia which interested them and receiving USD



2,250 as remuneration. In July 2001 [the applicdrying received an assignment, wrote down orue bl
lined sheet of paper the questions that interegtedMIT, which included the military cooperationtkwi
Greece, the new weapons provided to Armenia by iRufiseir location and quantity, the anti-aircraft
defence system, the Kurdish Workers Party, Iranahdr issues.

On his last trip to Istanbul ... on 26 January 2{i2 applicant] was arrested and various documnmemds
notes prepared by him for the MIT officers wererfdun his possession, which included the answetiseo
assignments previously received from the Turkigélligence officers as indicated above. This infation
was collected by [the applicant] from various sesr@and included data concerning the aid provided to
Armenia by Iran, the credit extended to the Nagdflasabakh Republic from the Armenian budget, the
unlawful acts taking place in the Armenian armye tbhcation of the Armenian border-guarding military
units, the ammunition and material provided to Anieby Russia as military aid, the military bassedi
by Russia, the English delegations that visitedNbgorno Karabakh Republic for purposes of elinigrat
of mines and missiles, the aid provided to ArmdinjaGreece, the recruitment to the Russian troopeda
in Armenia, the representatives of the Kurdistam@ittee based in Armenia, as well as other infoiomat
concerning Armenia’s military, political and econienspheres. The following items were also found in
[the applicant’s] possession: a map of Armenia anthpe recording of a conversation between [the
applicant] and the Kurds secretly made by him aterevan Office of the Armenian-Kurdish Friendship
which [the applicant] was intending to transmittbe MIT officers as proof of an actual contact with
members of the Kurdish Workers Party.

In such circumstances, the commission of high tnedxy [the applicant] has been substantiated, [Hred]
act committed by him has been qualified correctig dalls within the scope of Article 59 § 1 of the
Criminal Code.”

24. The District Court, as a basis for its findindirst cited in detail the applicant’s
confession statements made during the investigalidarther cited five witness statements:
one of the witnesses — who had worked with theiegpl in the intelligence service before
1981 — characterised him as a well-trained intefice officer, and four others stated that they
had met the applicant at the Yerevan Office of Ammenian-Kurdish Friendship and had
known him as a translator. As material evidence,dburt cited the above tape recording, the
map of Armenia printed in 1988, the blue lined shefepaper, a notebook containing the
telephone numbers of the MIT officers, the inforimatnote received from the MNS and
prepared on the basis of materials provided by RB&, and other notes found in the
applicant’s possession.

25. As regards the above confession statementsappears that the applicant
unsuccessfully attempted to rebut them in courtstlemitted that he had deliberately given
self-incriminating statements in order to havewaite released from detention, to gain some
time so that the Armenian and Russian intelligeserrices could intervene and deny the
suspicions, and to prevent any possible violenegnaghimself.

26. On an unspecified date, the applicant lodgedppeal. In his appeal, he complained,
inter alia, that the judgment was mainly based on his selifimnating statements which the
court wrongly considered as “confession statemenis” reality, he was an analytical
journalist and had never cooperated with the Tuarkigelligence services. The materials
found in his possession were the result of hisnjalistic activities and were taken from the
press. Both the investigating authority and thericbad misinterpreted the notion of “other
information” contained in Article 60 of the CC bpmying it to the materials in question.
Thus, he argued that any material taken from thesgprcould be considered as “other
information” posing a threat to Armenia’s soverajgand territorial integrity.

27. On 19 March 2003 the Criminal and Military @owof Appeal (2 pplwlwi b

ghin/npuljul gnpdkpny JEpuphihs npunnwpui) dismissed the appeal. In addition to the
findings of the District Court, the Court of Appewdted that:

“[After 1991 the applicant] worked in the Nationdssembly, the Ministry of Foreign Affairs and the
President’s Office, he also worked as a reporterwaas involved in trade, however, in reality he vaas



agent connected with intelligence services. Hatiagn spotted by the Turkish intelligence servifesn
1998 he cooperated with their agents, the majofityhom operated under the veil of various jourstai
agencies and organisations. Upon their instructibasollected and communicated information coriagrn
Armenia’s and Nagorno Karabakh’s economic and matkjpolitical spheres.

For a certain period of time [the applicant] co@ted with the Turkish intelligence services through
various means of communication, including lettéaxes and telephone calls, but starting from 2080 h
changed the mode of cooperation and establishedtdiontact with the officers of the MIT intelligemn
office in Istanbul, including [N.,] ... [T. and G.]. [The applicant] received instructions fromrthand
collected information concerning the type and gtree of troops and types of ammunition in [Nagorno
Karabakh], the existence and location of troopshenMrav mountain, the defence system at the Arareni
Turkish border, the existence of radars and mylitarports, the types and number of military aifcra

He was also instructed to find out whether Armeh&ad surface-to-surface missiles and collected
information concerning Iranian “Sam-7” type missjleoads, tunnels and water reservoirs being built
Armenia, the Armenian-Russian joint military bagbsijr structure, location, anti-aircraft defencstsiand
types of ammunition, the details of the militaryoperation between Armenia and Greece, the existeihce
electronic military bases, the existence of repregeres of the Kurdish Workers Party in Armenialan
other instructions ...

[The applicant], an employee of the President’sd@fffrom 1998 established contact with [O.R.O how
was in Armenia at that time, and accompanied hinmieririps to various regions in Armenia and reediv
instructions to provide him with information. Aspaid agent of the Turkish intelligence services, he
communicated to the MIT various information condegnthe economic and military-political situation.
[The applicant] was also in contact with a numbfestber MIT officers ...”

28. On 27 March 2003 the applicant lodged an dppeaoints of law. In his appeal, he
argued,nter alia, that all the information in question had beereméd from the mass media
and was thus in the public domain. He further cammgd that his conviction was based on
his self-incriminating statements.

29. On 25 April 2003 the Court of Cassatiafy (/dnupkl nunnuwpwi) dismissed the
appeal.

30. On 8 August 2003 the Kentron and Nork-Marasstridt Court of Yerevan, upon the
applicant’s request and pursuant to the requiresneinthe new Criminal Code enacted on 18
April 2003, modified the applicant’s sentence byualhing the confiscation of his property.

B. Relevant domestic law

1. The Constitution of 1995 (prior to the amendtsémiroduced in 2005)
31. The relevant provisions of the Constitutioad-as follows:

Article 24

“Everyone has the right to express his opinions Iprohibited to force anyone to give up or chahgge
opinion. Everyone has the right to freedom of expian, including the freedom to seek, receive amhit
information and ideas through any information mediegardless of frontiers.”

Article 44

“No restrictions may be placed on the exercisehefrights and freedoms guaranteed under [Article 24
of the Constitution other than such as are presdrity law and are necessary in the interests afmadt
security or public safety, for the protection ofbpa order, health or morals, or for the protectiminthe
rights, freedoms, honour and reputation of others.”

2. The Criminal Code of 1961 (no longer in forsech 1 August 2003)
32. The relevant provisions of the Code read bevis:

Article 59: High treason



“High treason, that is, a premeditated act comuhittyy an Armenian national to the detriment of
Armenia’s sovereignty, territorial integrity or m@atal security and defence, such as joining thammne
espionage, disclosure of a State or military setredt foreign country, flight abroad or refusalréurn
from abroad, assistance to a foreign country imrygay out hostile activities against Armenia, and
conspiracy to usurp power, shall be punishableebyto fifteen years’ imprisonment with confiscatioh
property and two to five years of exile or withcerile, or by the death penalty with confiscation of

property...”

Article 60: Espionage

“Communication of information constituting a Staie military secret, including theft or collectior o
such information for communication to a foreign ooy, a foreign organisation or its branch, or
communication and collection of other informatiquon the instructions of a foreign intelligence segvo
be used to the detriment of Armenia’s interestgoihmitted by a foreign national or a statelessqer
shall be punishable by seven to fifteen years’ isggrment with confiscation of property and two iwef
years of exile, or by the death penalty with cardton of property.”

3. The State and Official Secrets Act of 1996linwlwi b Swnuynpulub
quuilihph dwuhly 22 oplkip)

33. The relevant provisions of the State and @ifi§ecrets Act, as in force at the material
time, read as follows:

Section 1: The scope of this Act

“The provisions of this Act are binding on the temy of Armenia and outside its borders for pulaied
local self-governing authorities, agencies, infitlus and organisations (irrespective of the tyge o
ownership), public officials and citizens, who their status are under the obligation or have ua#ert
the obligation to implement the requirements of Alnmenian legislation on State and official secrets

Section 2: The concept of a State or official sedre

“A State secret is information related to the spbewf military, foreign relations, economic,
scientific/technical, intelligence, counter-intgtince and operational intelligence activities omaAnia
which is protected by the State and the dissensinadf which may have grave consequences for the
security of Armenia.

An official secret is information related to thehspes referred to in the first part of this sectidnich is
protected by the State and the dissemination ofhwitiay cause other damage to the security of Arameni
As a rule, such information contains data whichstibutes a part of a State secret, but in itsefisdnot
disclose the State secret.

Information classified as a State or official s¢dseconsidered to be the property of Armenia ankeipt
and protected by the State.”
Section 3: Terms used in this Act
“The following terms are used in this Act:

1. The media of information constituting a Stateofficial secret (hereafter, information mediag dhe
material objects, including physical fields, in ehithe information constituting a State or officsalcret is
expressed through images, conventional signs, Isigeragineering solutions and processes.

3. Encryption of information is the application odstrictions to the dissemination of information
constituting a State or official secret and infotima media.”
Article 9: Information subject to classification
“The following types of information may be classili

1. In the military sphere: (a) the contents ofutoents concerning strategic and operational plértiseo
armed forces, preparation and conduct of operatistinategic, operational and mobilisation expangbn
troops, their combat capacity and the creation el of the conscript reserve; (b) the programmebef



military-industrial complex, their contents and iempentation results, armament and the course of
development of arms technology, their strategic #axhnical characteristics and combat application
capacity; (c) the deployment, significance, leveldefence and degree of readiness of units of apeci
importance and regime, their design and constmctémd allocation of territory for such units; (e
deployment, true names, organisational structuraament capacity and size of the regiments andamyli
units of the armed forces of Armenia and thosellafdastates located on the territory of Armeniadde)

the level of defence and safety of the populatiotimes of martial law...”

Section 12: Classification of information

“Information shall be classified according to thehere to which it belongs or the authority undeosé
competence it falls.

With the purpose of implementing a common encryptigechanism, a list of classified information shall
be drawn up in a procedure prescribed by the Govent of Armenia which shall also indicate the pabli
authorities competent to manage each piece ofrivdtion...”

Section 13: Encryption of information

“Encryption of information is the process of detaring the level of secrecy of each separate pidce o
information and assigning a secrecy label to tkevemt information carrier in accordance with aqadure
prescribed by the Government of Armenia...”

Section 20: Access to a State or official secret

“Access to a State or official secret may be grdutite (a) citizens of Armenia on a voluntary basisd
(b) foreign nationals or stateless persons in atznure with a procedure prescribed by the Governwient
Armenia.

In order to have access to a State or officialetegitizens must be authorised to do so, upon theiten
consent, by the competent authorities through mmgteinto a work agreement with public authorities,
agencies, institutions or organisations on thesbakfavourable results of the security clearaneasuares
taken in their respect...”

4. Government Decree no. 173 of 13 March 1998 &ppg the List of Classified
Information

34. This decree approved the list of classifietbrmation which contained a table
comprising such information and the relevant puhblithorities competent to manage each
piece of information. The following information atéd to the military sphere waster alia,
included in the list:

(3) information on the size changes, combat sstfength and operational readiness of troops and
information on the military/political and operatadrsituation;

(8) information disclosing the deployment, truemas, organisational structure, armament capacily an
size of troops which is not subject to dissemimatio accordance with the international obligations
undertaken by Armenia;

(12) information disclosing the nature and theaoigation or the results of the main types of #gtiof
the Armenian border troops, and the border guastesy...”

COMPLAINT



35. The applicant complained that his convicticesvincompatible with the requirements
of Article 10 of the Convention.

THE LAW

36. The applicant complained about his convictiamd invoked Article 10 of the
Convention, the relevant parts of which provide:

“1. Everyone has the right to freedom of exprassithis right shall include freedom to hold opirgon
and to receive and impart information and ideaduit interference by public authority and regarslles
frontiers...

2. The exercise of these freedoms, since it cakmigh it duties and responsibilities, may be sobje
such formalities, conditions, restrictions or p¢ieal as are prescribed by law and are necessagy in
democratic society, in the interests of nationatusiéy, territorial integrity or public safety, fothe
prevention of disorder or crime, for the protectadrnealth or morals, for the protection of theutgpion or
rights of others, for preventing the disclosurendbérmation received in confidence, or for maintagthe
authority and impatrtiality of the judiciary.”

A. The parties’ submissions

1. The applicant

37. The applicant submitted that both the domestiats and the Government had failed
to demonstrate that the information communicatediny contained any “State or military
secret” referred to in Article 60 of the CC. Thendestic materials and decisions contained no
evidence that the information in question contaistdte or military secrets. Furthermore,
classified information was under the State’s priodec which presupposed that the applicant
must have obtained such information from securenices. Both the domestic courts and the
Government, however, failed to indicate the sourtresn which the allegedly secret
information had been collected by the applicant.hiieself had had no access to classified
information and in order to obtain such informatim would have had to be in contact with
an intermediary person who had such access. Nostigagory measures had been taken,
however, to identify such third persons. In surhtred information communicated by him had
been taken from the Armenian mass media and threrdfe had been convicted for the
provision of “other information” referred to in Aecte 60 of the CC. This phrase was too
vague and not foreseeable.

38. The applicant further alleged that he had nesmoperated with the Turkish
intelligence service. The finding of his cooperatigith the MIT agents was based solely on
his early confession statement and was not proyeahlg concrete evidence in the course of
the proceedings. In reality, he was a journalisiting information, which included political
and analytical work and translations from the Arrmaanpress, to various media agencies,
including Turkish ones. If there were intelligermgents among the Turkish journalists with
whom he cooperated, which in fact was not proveeiy evidence either, that fact in itself
did not prove that he was also an agent. Thus,diel®en convicted for his journalistic
activities. Such interference was not necessawy democratic society, considering that the
information which he had communicated was in thdlipudomain. No “relevant and
sufficient” reasons for his conviction had beenegiysince it had not been demonstrated that
the information provided by him could potentiallpuse harm or had caused immediate
danger to Armenia’s national security. The autlhesibad given too wide an interpretation to
the notion “in the interests of national security”.



2. The Government

39. The Government submitted that the applicadtbeen convicted under Article 59 of
the CC of committing high treason in the form gbiesage. The definition of espionage was
contained in Article 60 of the CC and included toenmunication of State or military secrets
to be used to the detriment of Armenia’s intereStke applicant was found to have
communicated and attempted to communicate suclktsdorthe MIT and his conviction had
been based solely on those facts. It is true tatapplicant had also communicated to the
MIT some information which had been taken from @asi mass media but this had not
constituted the basis for his conviction and wédsrred to in the court judgments simply
because it constituted part of the applicant’sirresty. The concept and types of classified
information were envisaged by sections 2 and %hef $tate and Official Secrets Act and
paragraphs 3, 8 and 12 of Government Decree noofi13 March 1998. The Government
claimed that numerous examples of such informatieing collected and transmitted by the
applicant to the MIT were contained in the judgrsesftthe domestic courts.

40. The Government further submitted that therfatence with the applicant’'s rights
guaranteed by Article 10 was prescribed by lawesihe had been convicted of providing
classified information to the MIT and not “othefarmation” referred to in Article 60 of the
CC as he alleged. Furthermore, the interferencengasssary in the interests of Armenia’s
national security and territorial integrity. Thepéipant was a member of the MIT and this fact
in itself proved his willingness to act against Amme and to communicate information
containing State secrets to intelligence servidd®reby directly causing damage to
Armenia’s national security and State interestdeRieg to the case dfladjianastassiou v.
Greece the Government submitted that the Contractingiézaenjoyed a wide margin of
appreciation when the protection of national segwnd disclosure of military secrets were at
stake (seddadjianastassiou v. Greecgudgment of 16 December 1992, Series A no. 252, §
47). Finally, the interference was proportionaté¢h® aim pursued since the penalty imposed,
namely ten years’ imprisonment, was at the loweat efithe penalties envisaged for the
offence of which the applicant had been convicted.

B. The Court’s assessment

1. Whether there has been an interference with apglicant’s right to freedom of
expression

41. The Court notes that it was not in disputevben the parties that there had been an
interference with the applicant’'s right to freedahexpression. It considers it necessary,
however, to address this issue of its own motion.

42. The Court notes that the applicant was coedicif cooperating with the Turkish
intelligence service through provision of varioypés of information. The Court further notes
that the applicant contested the findings of faatdenby the domestic courts. He alleged that
he had never cooperated with the MIT agents andthb®information in question had in
reality been communicated to various Turkish meditets.

43. In this respect, the Court reiterates the ididry nature of its role and notes that it
must be cautious in taking on the role of a firtance tribunal of fact, where this is not
rendered unavoidable by the circumstances of acpkat case (se&icKerr v. the United
Kingdom (dec.), no. 28883/95, 4 April 2000, arithashiyev and Akayeva v. Russia
nos. 57942/00 and 57945/00, 8§ 135, 24 February)20V5ere domestic proceedings have
taken place, it is not the Court’s task to subsdiits own assessment of the facts for that of
the domestic courts and, as a general rule, irighiose courts to assess the evidence before
them. Though the Court is not bound by the findir@fjsdomestic courts, in normal
circumstances it requires cogent elements to ketmddepart from the findings of fact reached



by those courts (sel€laas v. Germanyjudgment of 22 September 1993, Series A no. 269,
pp. 17-18, 88 29-30, ankhAnli v. Turkeyno. 26129/95, § 110, ECHR 2001-III (extracts)).

44. In the present case, the findings of fact niadthe domestic courts were partly based
on the applicant’s confession statement made atdhlg stage of the investigation, which he
later withdrew. The Court, however, has alreadyntbthe applicant’s allegations that this
confession statement had been obtained under ceimpub be unsubstantiated and declared
inadmissible the applicant’s relevant complaintslamArticle 6 of the Convention (see
Bojolyan v. Armenia(dec.), no. 23693/03, 6 October 2005). In suchuanstances, the Court
has no reason to doubt the findings made by theedbencourts and it will therefore examine
the case in the light of those findings.

45. The Court observes that, as already indicatexve, the applicant was convicted of
high treason in the form of espionage on accouritaving cooperated with the MIT, which
amounted solely to communication of informatioragdolitical, economic and military nature
concerning Armenia. The Court reiterates that AetitO, which includes freedom to impart
information, is not restricted to certain typedrdbrmation, ideas or forms of expression (see
Hadjianastassioucited above, § 39). Nor does it exclude fronsdepe information which is
addressed only to a limited circle of people andsdoot concern the public as a whole (see
markt intern Verlag GmbH and Klaus Beermann v. Gamyn 20 November 1989, § 26,
Series A no. 165), including information communéchto a foreign intelligence service (see
Sutyagin v. Russi@ec.), no. 30024/02, 8 July 2008).

46. The Court therefore considers that the appfisaconviction amounted to an
interference with his right to freedom to imparfoimation.

2. Whether the interference was justified

47. An interference will be in breach of Articl® Linless it fulfils the requirements of
paragraph 2 of that Article. It is therefore neeegdo determine whether the interference was
“prescribed by law”, pursued one or more of thdtlemte aims referred to in paragraph 2
and was “necessary in a democratic society” inoi@eachieve them.

(a) “Prescribed by law”

48. The Court reiterates that one of the requirdmdlowing from the expression
“prescribed by law” is foreseeability. A norm cabrme regarded as a “law” unless it is
formulated with sufficient precision to enable tigzen to regulate his conduct. He must be
able — if need be with appropriate advice — to deeg to a degree that is reasonable in the
circumstances, the consequences which a givennactay entail. Those consequences need
not be foreseeable with absolute certainty: expedeshows this to be unattainable. Again,
whilst certainty is highly desirable, it may brimgth it excessive rigidity and the law must be
able to keep pace with changing circumstances. Waegly, many laws are inevitably
couched in terms which, to a greater or lesserngxere vague and the interpretation and
application of which are questions of practice (sgsong other authorities, Sunday Tinves
the United Kingdom (no. ljudgment of 26 April 1979, Series A no. 30, p, 849).

49. In the present case, the applicant was catict high treason under Article 59 of the
CC, in the form of espionage, as stated in thegehagainst him (see paragraphs 14 and 21
above). Article 60 of the CC, while — by prescripia separate penalty for espionage for non-
Armenians — not being directly applicable to thelmant's case, nevertheless contained a
relevant and detailed definition of the notion sp®nage, which included “[clommunication
of a State or military secret ... to ... a foreigrganisation” and “communication and
collection of other information upon the instrucisoof a foreign intelligence service to be
used to the detriment of Armenia’s interests”. Bwvernment alleged that the applicant had
been convicted of communicating secret informati@hile the applicant claimed that he had



been found guilty of providing “other informatiord, notion which was too vague. The Court
therefore considers it necessary to determineviibgther the information communicated by
the applicant to the MIT contained any classifigidimation.

50. In this respect the Court notes that nonehefrhaterials in the applicant’s criminal
case, including the court judgments, mentions tiatinformation in question contained any
State or official secrets as defined by the Staig @fficial Secrets Act and Government
Decree no. 173 of 13 March 1998. The courts dideven make any reference to these legal
instruments. Nor was any expert opinion ever omiere this matter. The Court further notes
that, in accordance with the above legal actseStat official secrets were protected by the
State and were accessible only to a restricted purab people by virtue of their special
status. There is no evidence that the applicantsuatt a status and thereby had access to
information classified as a State or official sécidowever, no criminal proceedings were
ever instituted to identify any third persons whadhaccess to such information and could
have handed it over or leaked it to the applichlaving regard to the foregoing, the Court
considers that the Government’s allegation thairiffegmation in question was classified has
no basis in the findings of the domestic courts thredmaterials of the case. It follows that the
applicant was convicted in relation to “communioatiand collection of other information
upon the instructions of a foreign intelligencevssr to be used to the detriment of Armenia’s
interests”.

51. The Court, however, does not share the applecaiew that this provision was too
vague. It reiterates that the level of precisiogureed of domestic legislation depends to a
considerable degree on the field it is designedoier. Threats to national security vary in
character and time and are therefore difficult édreé in advance (sed-Nashif v. Bulgaria
no. 50963/99, § 121, 20 June 2002, Anodsa v. Romanjano. 10337/04, § 37, ECHR 2006).
The Court considers that the formulation of theenffe specified in Article 59 of the CC,
taken in conjunction with the definition of the ot of espionage in Article 60 of the CC,
was sufficiently precise to enable the applicartpwiimself had past experience of working
as an intelligence officer, to foresee the consege® of his actions.

52. It follows that the interference was presatibg law.

(b) Legitimate aim

53. The Court notes that the parties did not eikplidispute this point. It therefore does
not see any reason to disagree with the Governmassertion that the interference pursued
the legitimate aim of protection of national setwuri

(c) Necessary in a democratic society

54. The Court reiterates that freedom of expressionstitutes one of the essential
foundations of a democratic society and one oftthgic conditions for its progress and for
each individual's self-fulfilment. Subject to paragh 2 of Article 10, it is applicable not only
to “information” or “ideas” that are favourably miged or regarded as inoffensive or as a
matter of indifference, but also to those thatmdfeshock or disturb. Such are the demands of
pluralism, tolerance and broadmindedness withouthvtihere is no “democratic society”. As
set forth in Article 10, this freedom is subjectetxceptions, which — as the Court has already
said above — must, however, be construed striatig, the need for any restrictions must be
established convincingly (see, among other auikeriSteel and Morris v. the United
Kingdom no. 68416/01, § 87, ECHR 2005-II, aBtbll v. SwitzerlandGC], no. 69698/01,

§ 101, ECHR 2007-...).

55. The adjective “necessary”, within the mearohdrticle 10 § 2, implies the existence
of a “pressing social need”. The Contracting Stéit@ge a certain margin of appreciation in
assessing whether such a need exists, but it gaes in hand with European supervision,



embracing both the legislation and the decisionplyamy it, even those given by an
independent court. The Court is therefore empowévegive the final ruling on whether a
“restriction” is reconcilable with freedom of exgston as protected by Article 10 (s&el
and Morris cited above, 8§ 87, ar&toll, cited above, § 101).

56. The Court’s task, in exercising its superwsjoirisdiction, is not to take the place of
the competent national authorities but rather toewe under Article 10 the decisions they
have delivered pursuant to their power of appramiatThis does not mean that the
supervision is limited to ascertaining whether thepondent State exercised its discretion
reasonably, carefully and in good faith; what theu@ has to do is to look at the interference
complained of in the light of the case as a wholé determine whether it was “proportionate
to the legitimate aim pursued” and whether theaoeasdduced by the national authorities to
justify it are “relevant and sufficient”. In doingp, the Court has to satisfy itself that the
national authorities applied standards which wareonformity with the principles embodied
in Article 10 and, moreover, that they relied onaaceptable assessment of the relevant facts
(seeSteel and Morriscited above, § 87, ar&toll, cited above, § 101).

57. Turning to the circumstances of the presesé,cthe Court notes once again that the
applicant was convicted of high treason in the farimespionage which amounted to his
cooperation with a foreign intelligence service fipviding various types of information,
including military, political and economic. As ahdy indicated above, nothing suggests that
this information contained any State secrets. Tharnotes in this respect that the concept
of espionage, as defined by the domestic law, a®eered non-classified information.
However, it is not for the Court to take the pladg¢he Parties to the Convention in defining
their national interests, a sphere which traditigntborms part of the inner core of State
sovereignty (seé&toll, cited above, § 137). The Court will thereforepess the legislature’s
assessment in such matters unless it is devoichypfr@asonable foundation (seaytatis
mutandis Gasus Dosier- und Foérdertechnik GmbH v. the Ne#imety 23 February 1995, 8
60, Series A no. 306-B). The Court observes tha tomestic law criminalised
communication of non-classified information onlsiich information was communicated to a
foreign intelligence service in order to be usedh® detriment of Armenia’s interests. The
Court does not find it unreasonable that even itetigpes of non-classified information, if
collected by an intelligence service of a foreigat& may cause damage to a State’s national
security and that the State has a legitimate istare making the communication of such
information to a foreign intelligence service a jsnable act.

58. The Court further points out that it has poergiy held in a number of cases that a ban
on dissemination of information which no longer hredecret character and was therefore
considered to be in the public domain was, in aert&rcumstances, incompatible with the
requirements of Article 10 (see Obseramd Guardianv. the United Kingdomudgment of
26 November 1991, Series A no. 216, 88 66-70, amtl&®y Timesv. the United Kingdom
(no. 2) judgment of 26 November 1991, Series A no. 21§, 58-56). However, the
circumstances of the present case are, in the '€anpinion, distinguishable from those
examined in the above two cases, which concernadtariocutory injunction on newspaper
publications and therefore related to the sphereegidom of the press. The Court reiterates
that, where freedom of the press is at stake, thkodties have only a limited margin of
appreciation to decide whether a “pressing so@aldh exists (see, among other authorities,
Editions Plon v. Franceno. 58148/00, § 44, ECHR 2004-1V). This is socwse of the vital
role of public watchdog played by the media andliiy to impart information and ideas on
matters of public interest (seautatis mutandiPedersen and Baadsgaard v. Denm@&K],
no. 49017/99, 8§ 71, ECHR 2004-XI). The Court obssrthat no such “public interest”
element can be discerned in the present casenfitieniation collected from various sources
by the applicant was communicated exclusively foraign intelligence service. The Court



therefore considers that the domestic courts edjaywide margin of appreciation in deciding
on the applicant’s case. The fact that at the natieme the applicant also allegedly worked
as a journalist is of little importance since heswat convicted for his journalistic activities
but solely for high treason in the form of espiogiag

59. On the other hand, the Court considers thatahssified information may vary
significantly in its nature and substance, as wadl the manner and purpose of its
communication, as opposed to secret informatiorclvkiue to its special status will almost
invariably result in damage to national securitieiasts if obtained by an intelligence service
of a foreign State. The existence of any damagéreats to national security must therefore
be assessed in the particular circumstances of @essh The Court admits that the domestic
courts are better equipped than this Court to asstether and what damage can be done
when non-classified information is communicate@mnantelligence service of a foreign State.
Nevertheless, the margin of appreciation enjoyethbydomestic courts in this matter, even if
a wide one, cannot be said to be unlimited and al other freedom of expression cases, the
assessment of the necessity for any restrictios gaad in hand with European supervision.

60. In the present case, the Court notes thaintbemation in question was collected by
the Turkish intelligence service as part of an lilgeence-gathering operation and was
communicated to them by the applicant — who himkatf previously worked in the secret
service of his country and who had been a speciatisTurkey — secretly and without the
express knowledge or consent of the Armenian aiig®ifor the purpose of personal gain.
The information in question includerhter alia, data concerning the guarding of the western
and southern borders of Armenia by the RussianAamenian border guards, the commander
of the Russian border guards, the three checkpainttie Armenian-Turkish border, the
checkpoint at the Armenian-Iranian border, the gmes of border guards in Zvartnots airport
in Yerevan, high-ranking officials in the Ministof Defence of Armenia, the strength of the
Armenian army and the conscription quota, the tsobpsed in Yerevan, the existence of
radar and military airports, the types and numblemditary aircrafts and other similar
information. Having regard to the nature of therniation in question and the purpose of its
communication, the Court cannot but agree withabgessment of the domestic courts that
the communication by the applicant of this inforioatto a foreign intelligence service posed
a real threat to Armenian’s national security aratranted the imposition of a penalty. The
Court therefore concludes that the imposition peaalty on the applicant was justified by a
“pressing social need” and that the reasons addogélde domestic courts for his conviction
were “relevant and sufficient”.

61. The Court reiterates that the nature and ggwvefr the penalty imposed are further
factors to be taken into account when assessingribyortionality of an interference (see,
among other authoritie§urek v. Turkeyno. 1) [GC], no. 26682/95, § 64, ECHR 1999-1V;,
andChauvy and Others v. Franceo. 64915/01, § 78, ECHR 2004-VI).

62. The Court considers in that respect that @icespionage endangering the interests of
national security rank among the most serious @inme most Member States and the
authorities must be able to combat and prevent aatshin an effective manner, including by
prescribing and imposing custodial penalties. TharC therefore, concludes that the penalty
in the present case, namely ten years’ imprisonmehile undoubtedly harsh, cannot
however be regarded as disproportionate to thdiremie aim pursued in the particular
circumstances of the present case.

63. It follows that this part of the applicatioa manifestly ill-founded and must be
rejected in accordance with Article 35 88 3 and the Convention.

For these reasons, the Court by a majority

Declaresthe remainder of the application inadmissible.
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